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Not all betrayals come from the outside. 

Some wear your colors, quote your memes, and sabotage you with a smile. 

This field guide is for movement builders, pod organizers, and mutual aid strategists who understand that 

trust isn’t automatic, it’s earned, tested, and maintained. When repression increases, infiltration 

deepens. This doesn’t mean paranoia wins. It means we get smarter. 

Loyalty Testing via Lies & Deception offers ethical, strategic tactics to gauge reliability, surface 

hidden vulnerabilities, and identify weak links before the real threat hits. It’s not about cruelty, it’s 

about containment. 

Inside you’ll find: 

• Psychological principles for ethical loyalty testing 

• Low-, mid-, and high-stakes deception scenarios 

• Tools for measuring response to stress, secrecy, and manipulation 

• Ethics boundaries: what never to fake, who never to test 

• How to interpret results and cleanly exit high-risk people 

• Documentation tips to avoid internal collapse or retraumatization 

This isn’t a purge manual. It’s a structural stress test. 

Because it’s better to test your pod in peace, than have it shatter under fire. 

 

    Why Loyalty Testing? 

Infiltration, betrayal, and burnout sabotage more movements than arrests ever could. In 2025’s high-

surveillance, low-trust environment, controlled deception is a key tool to test and ensure group 

loyalty. This guide outlines ethical, strategic techniques for stress-testing individuals and pods without 

breeding paranoia or collapse. 

Loyalty testing is a firewall, not a witch hunt. When done with care, it strengthens bonds, reveals 

weak links, and protects the whole structure. 
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    Psychological Objectives 

1. Identify potential leaks, manipulators, or bad actors early 

2. Gauge how new recruits handle secrecy, pressure, and ambiguity 

3. Build internal culture where honesty, boundaries, and follow-through matter 

4. Surface hidden ego, ambition, or conflict through false framing 

 

     Tactics by Risk Tier 

Low-Stakes Social Testing 

• False Planning Dates: Float a fake meeting time to one new member only; watch for leaks 

• “Lost Phone” Protocol: Simulate an opsec breach and observe reactions 

• Praise Trap: Offer exaggerated praise and fake authority, note response to potential ego hooks 

Mid-Stakes Operational Checks 

• False Lead: Leak fake target or location in encrypted chat (track if police show up) 

• Burner Rotation: Offer a “secret phone line” to suspected infiltrators, monitor connection 

attempts 

• Counter-Invite Drill: Suggest inviting a known sketchy figure; note who pushes, who warns, 

who stays silent 

High-Stakes Loyalty Gambits 

• Backchannel Leak: Plant fake rumors about pod splits or planned escalation 

• Survivor Bluff: Announce that someone was raided/arrested and watch who panics, isolates, or 

gossips 

• Double Agent Simulation: Fabricate discovery of an “infiltrator” and monitor reactions, run 

it with only 3 trusted members looped in 

 

      Deception Best Practices 

• Always debrief after tests, even if deception wasn't detected 

• If someone fails, respond with structured exit, not humiliation 

• Document your test, intent, and outcome, especially for repeated patterns 

• Never fake harm to real people or invent trauma 

• Don't test people already under extreme stress (disabled, trauma survivors, houseless) 
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    Interpreting Results 

Behavior Observed Possible Meaning Suggested Response 

Repeats false info High risk of leakage or gossip Soft removal, monitor for retaliation 

Deflects when asked May be uncomfortable with secrecy Train in opsec + ethics of silence 

Acts overconfident Ego vulnerability, performative loyalty Rotate away from sensitive roles 

Tries to weaponize test 
Dangerous opportunism or abuse of 

structure 

Immediate ejection, document 

behavior 

Exposes tests to others Breaks internal chain of trust 
Remove from pod, increase 

containment 

        Loyalty Testing Tools 

• Encrypted doc tracking (CryptPad, Canary Tokens) 

• Code phrases and decoy terms (rotate every 2 weeks) 

• Whisper protocols (staged rumor circulation drills) 

• Podmate observation journals (used sparingly for conflict resolution) 

• Memetic tests: Fake memes with embedded tracking links 

 

Conclusion 

You don’t test loyalty because you distrust your people. You test loyalty because the state already is, 

and it doesn’t ask for consent. Better to stress the system now, than have it shatter when it matters. 

Movements collapse not just from infiltration, but from ego, gossip, and unchecked ambition. 

Use this guide with care, with ethics, and always with an exit path that centers accountability, not shame. 
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